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(57) Abstract : 

Over the coming decades, the growing quantity of wireless equipment connected by broadband could reach millions. While computers are currently 

being increasingly presented offer possible methods for processing enormous information, privacy issues can be solved simply by massive 

techniques. By embracing the business paradigm, security issues would only get worse, particularly in the area of confidential information. But more 

financial information also health information acquired through highly complex interconnected gadgets. Therefore, the new fully distributed and 

highly private mentoring solution required dealing with these issues. Given the private characteristics of the entire industry, the innovation of the 

distributed ledger offers another potential option. This work shows an experimental infrastructure based on blockchain as well as a unique 

methodology for information accessibility based on smart deals with a single publishing company system. 
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